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= En qué fijarse para no caer

en emails fraudulentos

Te compartimos las principales
precauciones que debemos tener
antes de hacer clic en un correo
electronico.
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En qué fijarse para no caer en
emails fraudulentos

« Pon atencion al remitente

Ejemplo de remitente falso:

BancoEstado - Necesita verificar su TARJETA DE COORD

Bancokstado <noreply@publimailer.com>
Hara
ﬂ Banco
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En qué fijarse para no caer en
emails fraudulentos

« Ten cuidado con los enlaces

No hagas clic sin estar convencido de
gue no es un link malicioso:

« Muchas instituciones, como bancos,
NO envian enlaces en sus emails.

e S| tienes dudas, iIngresa
directamente al sitio de la institucion,
o llama a su Servicio al Cliente.
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= En qué fijarse para no caer en
emails fraudulentos

« Desconfia de los adjuntos

No bajes archivos a menos que estés
seguro gue son legitimos.
Ejemplo de adjunto malicioso:

Entrega urgente por DHL

Notificacion exprés de DHL <marusa.podgorsek@comark.si>
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