
Suena el teléfono. Dice ser tu 
sobrino, que está detenido y 
necesita $100 mil ahora, para 
pagar un parte y salir libre. 

¿Le transfieres?

Cuídate de los mensajes falsos por 
teléfono, email o mensaje



Cuídate de los mensajes falsos por 
teléfono, email o mensaje

Hacerse pasar por un familiar, un 
jefe o una empresa es una técnica 
usada por delincuentes para 
obtener dinero o datos personales.

Cuando se hace por internet, se 
llama phishing, un cuento del tío 
digital. ¡Debemos desconfiar!



Llega un mensaje por correo. 
Asegura ser una multa impaga, 
la que se adjunta como 
evidencia. Incluye un link para 
hacer el pago.

¿Haces clic? 
¿Descargas el archivo?

Cuídate de los mensajes falsos por 
teléfono, email o mensaje



• Nunca entregues contraseñas, 
códigos o tarjetas de coordenadas 
a nadie.

• No hagas clic ni bajes archivos de 
mensajes no solicitados.

• Desconfía de mensajes alarmantes 
y ofertas demasiado buenas para 
ser verdad.

Cuídate de los mensajes falsos por 
teléfono, email o mensaje



Si sospecha que se trata de un 
mensaje legítimo:

Llame por teléfono a la persona 
o institución, o visite su página 
web escribiendo su dirección en 
el navegador de internet.

Cuídate de los mensajes falsos por 
teléfono, email o mensaje
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