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. Qué es la autenticacion de dos
factores y por qué debo usarla?

La autenticacidén de dos factores (2FA) o
multifactorial (MFA) suma una forma de
autenticacion a la tradicional contrasena, al
momento de ingresar a una cuenta en linea.

Contar con 2FA hace mucho mas dificil
que roben tus cuentas.

Mas informacion: anci.gob.cl/ciberconsejos
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La autentificacion de dos factores
hace mas dificil que roben tus cuentas

Con 2FA, una persona no podra robar tu
cuenta aungque haya conseguido tu clave, ya
qgue la aplicacion le exigira un factor de
autenticacion adicional.

Ejemplos de 2FA son la identificacion con
huella digital, codigos por mensaje de texto
y tarjetas de coordenadas.

Mas informacion: anci.gob.cl/ciberconsejos
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No debemos nunca compartir
nuestros factores de autenticacion

Para que esta proteccion funcione, es
importante no compartir nunca tus

factores de autenticacion, como tarjetas de
coordenadas o codigos gue recibas por
mensaje de texto o a traveés de tus
aplicaciones.

iNunca entregues a nadie los codigos de
autenticacion que te envian tus
aplicaciones!

Mas informacion: anci.gob.cl/ciberconsejos



	Diapositiva 1
	Diapositiva 2
	Diapositiva 3

