APPS QUE PIDEN MAS

PERMISOS DE LOS QUE
AGENCIA NACIONAL
DE CIBERSEGURIDAD

NECESITAN
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iRechaza apps que piden demasiados
permisos!

Algunas aplicaciones maliciosas solicitan permisos
gue no son realmente necesarios para cumplir con
su funcion.

Estos permisos excesivos los pueden usar para
acceder a informacion privada o sensible, como tus
contactos, ubicacion o incluso tus datos financieros.

También pueden usar estos accesos para saber qué
sitios visitas y enviarte publicidad en base a eso.

A continuacion, algunos ejemplos de aplicaciones
maliciosas que han usado estas tacticas para robar
datos vy incluso extorsionar.




Ejemplos para tener en cuenta

Existen apps de préstamos abusivos que, ademas de
realizar créditos ilegales con condiciones
extorsivas, exigen permisos para acceder a los
contactos v la ubicacion en tiempo real de la
victima, lo que usan para intimidarla.

NUNCA descargues apps de préstamos o consigas
créditos de manera informal.
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Algunas apps de prestamos abusivos

o ALFA Préstamos Personales
« Autobus Efectivo

o CreditLab
o Creditolibre

o CashFacil
e CrediYa

e Pesoya

e EzPeso

o FacilCuota Recuerda: que estas apps
» Holicash estén disponibles en

o Préstamps GooglePlay

» Mucho Dinero NO SIGNIFICA que sean

legitimas




