
SEXTING:   es el envío con el consentimiento del 
usuario, de contenido sexual a través de fotos, 
videos o texto mediante dispositivos electrónicos.

SEXTORSION:   es una de las principales amenazas 
cibernéticas, este consiste en un chantaje en el 
que se amenaza a la víctima con la difusión de 
imágenes, videos o mensajes de contenido sexual 
propios. La Sextorsion puede darse como motivo 
de la llamada “porno venganza”, por un interés 
económico o ambas, produciendo un daño moral, 
emocional y económico.

CIBERCONSEJOS  PARA 
PREVENIR  ESTE CIBERDELITO

2.- Una vez que compartes imàgenes o 
videos, por ejemplo en redes sociales, 
correos, etc., pierdes totalmente el control 
de tu informaciòn.

 5.- Cambia tus contraseñas periódicamente. 
Selecciona contraseñas robustas y no las 
reutilices. Si acceden a una de tus cuentas o 
redes sociales con tu contraseña, al ser 
distintas, no podrán acceder a las demás.

3.-En caso de perder un dispositivo con 
imágenes sensibles, recuerda que es factible 
saber dónde se encuentra utilizando tecno-
logìa de posicionamiento y puedes realizar 
un borrado a distancia para eliminar los 
documentos que tengas en él.

1.- No compartas fotografías y videos de
contenido sexual con desconocidos .
Toda actividad que se realiza en internet
permanece de manera indefinida.

 4.- Revisa continuamente tus dispositivos 
electrónicos en busca de Malware, ya que 
podrían espiarte, robarte o grabarte en 
situaciones comprometedoras. Se recomien-
da tapar la cámara web de tus dispositivos.

 No cedas al chantaje. En caso de ser víctima de 
sextorsion, DENUNCIA a la unidad de cibercrimen 
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