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Recomendaciones para descargar una APP de forma segura

Si bien las aplicaciones o juegos para los smartphones pueden ser muy atiles o entre-

tenidas, hoy debemos tener mucho cuidado al descargarlas, ya que algunas son crea-

das con fines maliciosos, como espionaje, acoso o suplantacion de identidad. A conti-
nuacion, te explicamos qué aspectos debes considerar antes de descargar una app.

D; @ VERIFICA LOS PERMISOS:

. En ocasiones, algunas apps piden
: autorizaciones que no son nece-
i sarias para su funcionamiento.

i Por ejemplo, una aplicacion de

i linterna no necesita acceder

@ : tus contactos o tu ubicacion.

@) DESCARGA APP OFICIALES

i Descarga las aplicaciones de

i disminuyes los riesgos.
: para evitar descargar aplicaciones
i falsas o con contenido malicioso.
i Si fue una empresa reconocida es
i mas confiable, de lo contrario
i Investiga mas sobre su creador.

i las tiendas oficiales, asi
q € VERIFICA AL DESARROLLADOR:
& . Verifica quién desarrollo la app

@ SOSPECHA DEL FUNCIONAMIENTO

i Sospecha de aplicaciones que

i no funcionan correctamente. Es
i uno de los comportamientos

i habituales de aplicaciones

b falsas.

@ ATENCION A LAS ANOMALIAS

i Desconfia sives un comportamien-
: to anomalo. Los programas malicio-
i 50s alteran el sistema operativo,

i por eso ten cuidado si, por ejemplo,
. repentinamente se cierran las apli-
g caciones de mensajeria.

(@ DESCONFIA DE COMENTARIOS

i Cuidado con los comentarios y
i la calificacion, ya que pueden
i ser intervenidos y la informa-
{ cion que muestra no es real. Sé
' critico a la hora de revisarlos.

Tambien puedes cuidar
tus dispositivos siguiendo
estos consejos:

@ i ACTUALIZA las aplicaciones
i para tener las altimas
. correcciones y protecciones
i de seguridad.

Q UTILIZA software de seguridad
i para proteger tus dispositivos.
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