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1.ATAQUE DE FUERZA BRUTA:

Es una forma de adivinar una
contraseifa o nombre de
usuario, aplicando el método de
pruebay error. Los atacantes
prueban diferentes
combinaciones con nuestros
datos personales y palabras al
azar, conjugando nombres,
letras y numeros, hasta
descubrir el patron correcto.
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2. BAITING:

Tipo de ataque en que el
delincuente deja un cebo (que
puede ser un dispositivo USB o
un CD) en un lugar publico facil
de encontrar, el cual esta
infectado con un malware. El
objetivo de esta tecnica es que
la victima lo inserte en su
dispositivo para que instale el
malware y asi robar
informacion.
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3. MALVERTISING O ADWARE:

Ataque cibernético que

tiene como fin distribuir

malware a traves de
publicidad falsa, la cual 2

aparece en |los sitios web. #
| : U

Al ingresar al falso

anuncio, es posible que se N ) AD BLOCKED
descargue un programa h ; ©
malicioso en el

computador y lo infecte.
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4. SUPLANTACION DE IDENTIDAD:

Es el uso malicioso de la
imagen de personas, marcas
o0 instituciones por parte de
terceros. La suplantacion de
identidad es utilizada con
distintos fines, ya sea para
cometer actos ilicitos o con el
objetivo de acosar a una
persona en particular. En
ambos casos es considerado
un delito.




