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M2M

Se refiere a la comunicacion directa y automatica
entre dispositivos, sistemas 0 maquinas sin la
intervencion humana (por eso el nombre, "machine
to machine"). Al interactuar de esta forma, los dispo-
sitivos inteligentes pueden compartir datos y ejecutar

acciones de manera autbnoma.

La comunicacion @
M2M es parte ‘
fundamental del

Internet de las
Cosas (loT)
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Domotica

Automatizacion y control de
sistemas y dispositivos electro-
nicos en el hogar, como la seguri-
dad, la limpiezay el uso de la
energia, por medio de redes
de comunicacion, generalmente C
a través de Internet. Comprende ‘
tecnologias que vienen creciendo de la mano del
llamado “internet de las cosas” (IoT). Su control se
realiza utilizando aplicaciones moviles o por medios
web.
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Ciberresiliencia

Capacidad de una organizacion para resistir y recu-
perarse de ataques, permitiendo asi mantener la
operatividad y la continuidad del negocio al sufrir un
incidente de ciberseguridad. Para contar con ciber-
resiliencia es necesario haber disenado y comunicado
una estrategia que defina acti-
vos esenciales de informacion,
@ roles y procesos de recupera-
cion, contando con las capacidades
necesarias para retomar rapidamen-
te la continuidad operativa.
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Machine learning

En castellano aprendizaje de maquinas, es un

subconjunto de la inteligencia artificial, que combina
el uso de distintas tecnologias (como deep learning,
redes neuronales y procesamiento de
enguaje) para que los computadores

puedan aprender a par- _I ,
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tir de grandes cantida-
des de datos, desarro-
llando algoritmos que
no han sido progra-

mados explicitamente por humanos. 0




